Kako izgleda proces izdavanja i implementacije SSL
sertifikata?

Pre pocetka procesa aktivacije SSL sertifikata, neophodno je da generiSete CSR
(Certificate Signing Request) direktno na Web serveru na koji ¢e SSL sertifikat biti
instaliran. Pored toga, neophodno je da posedujete FTP pristup serveru, u sluc¢aju da
postoji potreba za podizanjem odgovarajuéih validacionih fajlova.

Ukoliko ste zakupili EV (Extended Validation) SSL sertifikat, dodatna dokumentacija
moZe biti neophodna, a ona je naznac¢ena na sajtu izdavaoca sertifikata.

Nakon Sto generiSete CSR kod proces izdavanja 1 validacije sertifikata obavlja se na sledeci
nacin:

1. Ulogujte se u korisnicki servis Moj Mint ,

. Kliknite na Usluge i servisi, a zatim Usluge gde ¢e vam se otvoriti lista aktivnih
usluga,

. PotraZite sertifikat u listi aktivnih usluga, a zatim kliknite na njega,

. Kliknite na dugme Pogledajte informacije o sertifikatu,

. Kliknite na dugme Konfigurisi sertifikat,

. Odaberite tip Web servera 1 unesite prethodno generisani CSR kod.
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Podaci o vlasniku sertifkata ¢e biti prepisani iz vaSeg korisni¢kog profila.

Ukoliko je uneti CSR kod ispravan, na narednoj strani bi¢e vam prikazana lista dostupnih
DCYV (Domain Control Validation) opcija.

DCV ili potvrdu vlasniStva nad domenom moZete izvrSiti na dva nacina:

1. HTTP validacijom domena,
2. Validacijom domena putem e-mail adrese

Mozete odabrati bilo koji tip DCV (Domain Control Validation) validacije po vasoj Zelji.
NAPOMENA: Ukoliko se odlucite za e-mail validaciju neophodno je da imate pristup toj

e-mail adresi. U slu¢aju HTTP DCYV validacije, e-mail nece biti poslat, ve¢ je neophodno
da podignete tekstualni fajl na server (/.well-known/pki-validation/).



https://moj.mint.rs/clientarea.php

Ime i sadrZaj tekstualnog fajla ¢ete dobiti nakon Sto kliknete na dugme Dalje, nakon ¢ega
vasi podaci bivaju prosledeni kompaniji koja vam izdaje SSL sertifikat (CA — Certificate
Authority). Sadrzaj fajla ¢e biti dostupan u okviru samog sertifikata u korisnickom
servisu.

Dalji aktivacioni proces obavlja se izmedu vas i kompanije koja izdaje SSL sertifikat . U
slu¢aju da ste odabrali validaciju putem e-maila, bie vam prosleden e-mail sa linkom na
koji treba da kliknete kako biste validirali svoj profil.

Nakon zavrSetka procesa validacije, u roku od 15 minuta na vasu e-mail adresu stici Ce e-
mail sa sertifikatom.
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