
Kako SSL čini moj sajt pouzdanim?
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SSL sertifikat sadrži verifikovane informacije o sajtu koji štiti, s ciljem da uveri korisnike
da je sajt na kome su zaista vaš (tj. da nisu na phishing sajtu). Proširena validacija
(Extended Validation) je najviši standard verifikacije i na upadljiv način uverava korisnike
u autentičnost i bezbednost sajta: tako što adresna traka browsera postaje zelena.

Osim adrese, korisnike sajta u autentičnost uverava i pečat, odnosno žig poverenja (trust
mark, trust seal), koju dobijate sa sertifikatom i koju možete da instalirate na sajt. Kada
korisnik klikne na pečat može da vidi inofrmacije o vlasniku sajta, nezavisnom telu koje je
sertifikat izdalo (Symantec, Comodo, Thawte ili GeoTrust) i datum isteka SSL sertifikata.
U novijim browserima, informaciju o sajtu mogu da se pojave kada korisnik pređe mišem
preko adresne trake. Takođe informacije se vide i kada kliknu na ikonicu katanaca ispred
adrese.
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