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Wildcard SSL omogućava da jednim SSL sertifikatom zaštitite više poddomena koji imaju
zajednički osnovni (rooth) domen.

Uzmimo na primer da je vaš osnovni domen mojdomen.com.

Pomoću Wildcard SSL sertifikata svi domeni koji imaju istu osnovu, odnosno u našem
primeru koji se završavaju sa .mojdomen.com, će biti zaštićeni.

Na primer:

www.mojdomen.com,
info.mojdomen.com,
mail.mojdomen.com,
support.mojdomen.com.

Za dobijanje Wildcard SSL sertifikata morate da generišete CSR kod u kome ćete ispred
naziva domena (u polje Common Name) ubaciti asterisk (zvezdicu) i tačku,

ovako: *.mojdomen.com.

Wildcard SSL se kupuje samostalno, ne dodaje se na sertifikat kao SAN.

Wildcard sertifikat ne podržava proširenu validaciju (EV), odnosno adresa u browseru ne
može da bude zelena.

Ako želite proširenu validaciju za više domena (bilo da su sasvim različiti ili imaju isti
rooth domen), onda treba da izaberete EV SSL sertifikat i da mu dodate onoliko SAN-ova
koliko domena želite da zaštitite.
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