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Extended Validation (EV) izdaje se jedino kada sertifikaciono telo (CA) izvrši proveru da
podnosilac zahteva ima pravo na korišćenje određenog domena i izvrši detaljnu proveru
kompanije. Proces izdavanje EV sertifikata je standardizovan po pravilima EV smernica,
koji su kreirani na u CA/Browser forumu 2007. godine, specificirajući korake koje
sertifikaciono telo (CA) mora proveriti pre izdavanja sertifikata:

– provera legalnog, fizičko i operativnog postojanje entiteta,
– proverite identiteta subjekta,
– provera da entitet ima ekskluzivno pravo da koristi domen naveden u EV sertifikatu,
– provera da li je entitet pravilno autorizovao izdavanje EV sertifikata.

EV Sertifikati se koriste za sve vrste biznisa, uključujući vladine entitete i sve vrste
kompanija. Izdavanje sertifikata traje oko 10 dana.

Drugi set smernica odnosi se na sertifikaciona tela CA čime se utvrđuju kriterijumi koje
CA treba da se realizuje pre nego što dobije dozvolu da izdaje EV sertifikate. U pitanju je
EV smernica o reviziji i ona se radi svake godine kako bi se obezbedio ntegritet procesa
izdavanja.

Powered by TCPDF (www.tcpdf.org)

                                              1 / 1

http://www.tcpdf.org

